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SUMMARY:
... What if we could eliminate police discretion from traffic stops by using a computer to accomplish what police officers do without racial prejudice? The technology and a plan to automate law enforcement exist, yet neither has received serious attention. ... Beginning in 2007, United Arab Emirates law will require every car owner to have an in-vehicle smart-box that communicates information about a driver's speed and triggers the automatic issue of a traffic ticket. ... Because no one has written about the potential changes to police discretion that could result from new technology, we lack a thorough assessment of DSRC technology, including the relative merits of automated enforcement. ... Thus, political pressures on the police to render their own practices transparent or to embrace a fully democratic policing ideal have yielded only limited success in reducing or eliminating the improper use of police discretion. ... It is DSRC technology that will permit the rapid, real-time data exchange that will make any automated enforcement program possible. ... A recent case from the Connecticut Supreme Court discussed the speed enforcement policy of American Car Rental, Inc., which installed a GPS device in each of its cars in order to record each car's speed and location. ... Automated enforcement would contain no means for a violator to plead her case to a sympathetic ear, nor a means for a police officer to conduct a traffic stop on a pretext. ...  

HIGHLIGHT: What if we could eliminate police discretion from traffic stops by using a computer to accomplish what police officers do without racial prejudice? The technology and a plan to automate law enforcement exist, yet neither has received serious attention. An automated enforcement program would eliminate stops based on nearly all the most frequently used justifications to stop drivers, including speeding, record checks and other vehicle code violations. If the war on drugs continued to exist, it would no longer use the traffic stop. Recent federal regulatory approval of the technical standards for the federal intelligent highway initiative shows that this is a real and practicable solution to the problem of police discretion in traffic stops, one that sidesteps entrenched difficulties in Fourth Amendment law and politics. This Essay further explores a technological solution to reducing discretion in policing.

TEXT:
 [*199]  Introduction
 
What if we could eliminate police discretion from traffic stops? What if a computer could accomplish what police officers do, with efficiency and accuracy, and more importantly, without racial prejudice? How would this technology work? Would its use be consistent with the Fourth Amendment? And if constitutional, would the public accept this automated enforcement? Could the war on drugs continue, once traffic stops became discretionless? 1

 [*200]  These are not just hypothetical questions, at least not for long. This Essay proposes a solution to the problems associated with police discretion in traffic stops that originates neither in constitutional law nor in politics, but in technology. Both the technology and a plan to automate law enforcement exist, yet neither has received serious attention.

In a recent but little-known 2 decision, the Federal Communications Commission established technical standards to make this automation possible. 3 The federal government's Intelligent Transportation Systems initiative proposes a future where all cars use wireless technology to communicate with devices embedded in the road and with other cars. Vehicles would exchange data such as the car's location and speed, as well as problems with the car's mechanics or registration. Currently, policymakers advocate the use of this technology, also known as "dedicated short-range communications" (DSRC), 4 because it will have important safety benefits. Car manufacturers support DSRC because it will provide a means for drivers to purchase goods and services while on the road. Yet this little-known technology demands the attention of criminal procedure scholars, as DSRC could also revolutionize how the police interact with drivers by permitting remote and automatic enforcement of the traffic laws, thereby reducing or eliminating traffic stops by the police.

This technology sidesteps many of the difficulties traffic stop critics have faced in pursuing Fourth Amendment change through litigation and political pressure. The political route has failed because while scandals attract media attention, they too infrequently result in long-term changes in policing. 5 Further, the Supreme Court has not shown a particular willingness to become involved in managing police officer discretion. Ever since the Warren Court's revolution in criminal procedure, 6 numerous decisions have imposed constitutional constraints on the police, yet none of  [*201]  them curb police discretion to any meaningful degree. 7 This has not been for want of opportunity. As recently as the 2000-2001 term, the Court considered but declined to place all but the loosest of limitations on a police officer's choices in conducting an otherwise lawful arrest. In Atwater v. City of Lago Vista, the Court held that an officer's decision to conduct a warrantless arrest did not violate the Fourth Amendment so long as probable cause existed, despite the fact that the officer possessed the option to cite the arrestee for what the Court described as a "very minor criminal offense." 8

Largely unchecked by the Court, the problem of police discretion - particularly in the practice of traffic stops - has generated attention from two groups of commentators. Concerned about the impact of police discretion on minority communities, commentators like Tracey Maclin and David Harris have called for the reinterpretation of the Fourth Amendment so that it provides more detailed limitations on when, why, and how the police conduct stops, arrests, and searches. 9

These scholars join an earlier generation of commentators who have discussed the strains that unbridled police discretion places on a democratic society. These scholars of the police, including Kenneth Culp Davis and Joseph Goldstein, have demanded political and administrative solutions that focus on changing the culture of police organizations. Administrative guidelines that spell out ex ante constraints on police discretion and attitudinal changes within the insular world of police culture are essential, they have argued, to actual changes in police behavior on the street. 10

To complicate matters, more recent voices in this debate have contended that discretion need not be scrutinized as closely when the very groups promoting broad police discretion that impacts racial minorities are themselves minority communities. Dan Kahan and Tracey Meares forcefully but unsuccessfully advanced this thesis in defense 11 of the Chicago anti-gang ordinance that the Supreme Court struck down as unconstitutionally void for vagueness in City of Chicago v. Morales. 12

 [*202]  It may seem far-fetched to suggest that technology could offer a real solution to a problem that has captured the attention of academic lawyers for fifty years. But in April 2005, the United Arab Emirates announced a contract with I.B.M. to install smart-box technology, similar to DSRC systems, in cars sold in that country. Beginning in 2007, United Arab Emirates law will require every car owner to have an in-vehicle smart-box that communicates information about a driver's speed and triggers the automatic issue of a traffic ticket. 13 In addition, automated law enforcement in one form or another is already an accepted practice in Europe, Asia, and even in the United States. 14 The very existence of other programs premised on the idea of automated enforcement counters objections that automated traffic stops are the stuff of fantasy.

Because no one has written about the potential changes to police discretion that could result from new technology, we lack a thorough assessment of DSRC technology, 15 including the relative merits of automated enforcement. Yet the effects of a widespread automated enforcement regime would be dramatic. Traffic stops are often pretextual, a means for discovering evidence of other crimes unrelated to the justification for the initial stop. 16 Thus, if traffic stops were eliminated through widespread automated enforcement, the nature of policing could be drastically different.

Of course, "automated traffic stops" will not address all abuses of police discretion. No one suggests that the Department of Transportation intends to influence the enforcement of drug or firearms laws. 17 The use of automatic enforcement should supplement larger efforts to constrain police discretion in all areas. And if the intelligent highway is to have a significant impact on traffic stops, it would have to be integrated into a  [*203]  policy that simultaneously reduces or eliminates traffic law enforcement by the police themselves. Concerns about the effects of this new technology on individual privacy 18 expressed by critics 19 and even advocates 20 also merit attention.

Nevertheless, at a moment when the technology is advancing rapidly with little public debate, "he who names it and frames it, claims it." 21 Rather than to provide definitive normative conclusions, the aim of this Essay is to advance discussion on the merits of a law enforcement program that is uniform and automatic, rather than irregular and discretionary. Surely, the potential to change police discretion should be a key element in the debate over the regulation and structure of the information highway that our real highways are rapidly becoming.

The Essay proceeds as follows: Part I frames the central dilemma of police discretion. Briefly stated, we cannot expect the police to fully enforce the law everywhere, yet their freedom to make choices in enforcing the law can have harmful effects because enforcement may be  [*204]  discriminatory and arbitrary. Part II examines why legal challenges and political pressure serve as inadequate checks on police discretion. Using the traffic stop as its focus, Part III introduces the technological alternative as a check on discretion, in the form of the federal intelligent highway initiative and the Federal Communications Commission decision permitting the establishment of a nationwide network of computers and car-installed sensors that may radically reduce police discretion. Finally, Part IV considers and responds to potential objections arising from the replacement of human discretion with automatic law enforcement.

I The Dilemma of Police Discretion: The Case of the Traffic Stop

A. Police Discretion Defined
 
Most people rarely find themselves in contact with the police; 22 but if they do, the interaction will most likely take the form of a traffic stop. 23 The driver will most likely receive a citation. 24 Yet for a significant minority of drivers, that interaction will escalate into something more serious: an arrest, a search, and perhaps even mistreatment by the police. 25 What determines whether a stop will result in an admonished driver, a criminal defendant, or a civil rights litigant? We can attribute part of the uncertainty to discretion, which is integral to all aspects of a traffic stop: who will be stopped, how long the stop will last, who will be warned, who will be questioned, and who will be arrested. 26 While discretion plays a part in many aspects of police decision making, the fact that the greatest number of police-citizen encounters occur in the context of traffic stops makes the use of discretion there particularly worthy of attention.

 [*205]  Ever since the discovery of police discretion by American Bar Foundation researchers in the 1950s, the topic has commanded considerable academic attention in legal and sociological scholarship. 27 Police discretion poses an uncomfortable paradox in a democratic society. 28 We entrust the police to enforce the law, to maintain order, and to use legitimate force if necessary. 29 The police must not only shoulder this task, but we also expect them to accomplish these tasks by treating the public in a fair and even-handed way. Yet it is difficult to confirm, let alone guarantee, 30 that this happens since the character of police work - decisions born of exigency yet made in isolation 31 - means we very seldom know why the police choose some options over others. 32

Moreover, the police cannot do everything we expect them to do. Police discretion is defined by the distinction between legally permissible police action versus the real acts of police officers. 33 At its most basic, discretion is the freedom to decide between at least two possible choices. 34  [*206]  When defined in this way, police discretion is just one instance of the executive discretion shared not only by other actors in the criminal justice system (including prosecutors), but also other government executives like the President, state governors, and dog-catchers. 35 Unlike these other actors, however, discretion in law enforcement is usually exercised covertly and with minimal oversight. 36 Most citizens lack the equivalent of a sunshine law to review the decisions made by officers in their local police departments. 37 In contrast, a number of federal, state, and local statutes, such as the Freedom of Information Act, 38 exist to provide this information regarding other executive decisions.

B. Reasons for the Existence of Police Discretion

1. Enforcement Priorities
 
The exercise of discretion results from influences on the police both at the organizational and individual level. At the organizational level, local police department must choose some "priorities of enforcement" over others. 39 These choices reflect social and political choices that prevent a police organization from "full enforcement:" 40 enforcing the law every time a violation is observed. 41 The form of these organizational choices varies. Some choices are informal understandings among officers, while others are formal policies. Formal policies are typically imposed internally  [*207]  by the department or as a matter of local law. 42 As an example of the former, local police departments around the country have been particularly successful in formalizing appropriate use of deadly force standards, a practice once left largely to individual discretion. 43 Other times a municipality decides what policies to pursue, such as making the enforcement of laws against prostitution a low priority for the local police. 44

More concrete constraints - time, personnel, and budget - also prohibit the police from enforcing the law in every instance in which they may legally do so. 45 Thus, while police discretion may sometimes be used as shorthand for "abusive police practices," discretion is more accurately a neutral description of the gap between full enforcement and what police can realistically achieve.

2. Police Culture
 
Discretion is more than a product of enforcement priorities; it also emerges from the distinct world view of police culture. As many scholars of the police observe, people who become police officers are assimilated into a professional culture that views the job in terms of two primary attributes: danger and authority. 46 Sociologist Jerome Skolnick famously described these attributes as constituting the "working personality" of the police officer. 47

Because police officers perceive their job as one of continuous potential violence, officers develop a "perceptual shorthand" to identify some people as "symbolic assailants." 48 These are persons whose characteristics an officer comes to associate, by professional experience rather than by academic proof, with violating the law. In a working environment often characterized by social isolation and public  [*208]  resentment, 49 the identification of symbolic assailants is a necessary and efficient measure of self-protection.

In theory, the tendency of police officers to use a perceptual shorthand in their jobs has analogies in other professions, and thus tells us little that is distinctive about the police. All professions develop short-cuts: 50 doctors develop a shorthand for categories of patients, 51 taxi drivers categorize potential customers, and even criminals mark their victims. 52

What does distinguish the police is their unique recourse to legitimate violence, and their ability to exercise this force over the public at large. When that potential for legitimate violence is coupled with illegitimate reasons for stopping, questioning, or otherwise interfering with the lives of citizens, police discretion exhibits dramatic, widespread harms that other professions do not.

C. The Harms and Abuses of Unchecked Police Discretion
 
While harboring stereotypes is not a characteristic peculiar to the police, the authority delegated to the police makes stereotyping especially dangerous in that profession. As we will later see, the Fourth Amendment does not impose especially restrictive limits on the ability of police to stop or arrest people 53. What, then, guides the choice of an individual officer, who is trained to be suspicious as a professional matter? 54

The perceptual shorthand already described provides a starting point, and by itself may not be objectionable. After all, collective police experience may result in useful knowledge about criminal behavior, particularly about local patterns and habits. 55 The difficulty arises when suspicious behavior is reduced to an assumption that racial minorities are more likely to be engaged in criminal behavior than other groups. Police attention will then focus more on these groups than others.

 [*209]  That conclusion has been borne out in reality, particularly in the practice of traffic stops. Evidence from civil rights lawsuits and social science studies suggest that the police stop African American and Latino drivers out of proportion to their numbers in the general population, primarily on the basis of their race, a practice commonly referred to as "racial profiling." 56 That traffic stops so heavily burden minority drivers has been captured in the moniker of being pulled over for "driving while black." 57 Research suggests that minority drivers do not violate the traffic laws significantly more than do whites. 58 Rather, minority drivers are the road's "symbolic assailants." Traffic law violations provide a convenient (and legal) means for police to investigate their suspicions.

These abuses occur in the form of pretextual stops: occasions when the justification offered for the detention is legally sufficient, but is not the actual reason for the stop. 59 When patrolling the streets, police officers  [*210]  often make use of traffic laws to stop and question drivers whom they suspect of involvement in illegal drug and firearm offenses. 60 Because the vehicle code provides an officer with a reason to stop virtually any one, 61 traffic stops are well suited for this instrumental use. 62 Traffic offenses encompass not only "moving violations" (e.g. speeding), but also "equipment violations" (broken taillights) that may be "almost wildly hypertechnical." 63 Unsurprisingly, traffic law enforcement has been called the "general warrant of the twentieth century." 64 That arrests for drugs and firearms charges are often the result of stops ostensibly for broken taillights, driving too slowly, or too quickly, or failing to signal, is well-documented. 65 Often the targets of these traffic stops are young minority men. 66 And, many commentators have offered reasons why this particular  [*211]  use of discretion by the police harms not only those who are stopped, but also the basic integrity of criminal procedure rules. 67

As many have observed, the harms of this abuse of police discretion extend beyond the wasted time and annoyance of minority drivers. It is a demoralizing experience for an individual to be singled out primarily due to race or ethnicity. 68 When repeated hundreds or thousands of times against members of a particular racial or ethnic group, however, these experiences alienate the entire affected community. This abuse of police discretion signals that the targeted group has a diminished political and social standing. 69

And while many questionable traffic stops involve race, not all do. In this way, the use of pretext in traffic stops is really a more general problem of police discretion than the narrower, albeit important, problem of racial discrimination. That insight is important, for while racial discrimination is a serious problem, it is a historically and socially contingent one. 70 In other times and places, other groups - religious minorities, for instance - may bear the burden of overzealous police attentions.

II
 
The Failure of Law and Politics to Curb Police Discretion
 
A citizen complaining of police abuse usually follows one of two courses: filing a lawsuit or complaining to the media. 71 Not surprisingly, motorists who have felt that they were the victims of pretextual traffic stops have turned to these means of redress. Yet as this part explains, neither decisions by the courts nor pressure from the public have resulted in significant, long-term changes. 72

 [*212] 

A. The Supreme Court's Fourth Amendment Cases
 
The Supreme Court's Fourth Amendment jurisprudence provides the police with considerable powers during the course of a traffic stop. 73 The more significant rules can be quickly summarized. While a traffic stop is a Fourth Amendment seizure, 74 and thus must be reasonable, 75 a temporary detention is permissible so long as it is "justified at its inception." 76 Even the use of a trained dog to sniff for contraband, if sufficiently brief, will not alter the reasonableness of the initial stop. 77 Probable cause that a traffic violation has occurred, or reasonable suspicion that someone in the car has been involved in criminal activity, is sufficient justification. 78

Once authorities stop a car, a police officer may order the driver or the passenger out of the car. 79 If the officer suspects the driver is armed and dangerous, the officer may conduct both a physical pat-down and a search of the passenger compartment for weapons. 80 Arrests of the car's occupants automatically permits physical searches of them 81 and the passenger compartment of the car itself. 82 The officer may also search the car without a warrant if he develops probable cause during the course of the stop to believe the car contains contraband or evidence of a crime. 83 Beyond the requirement that the officer's actions be objectively reasonable, the Supreme Court has issued few specific rules about the scope of traffic stops. 84

1. Whren: Challenges to Discretion Made Impracticable
 
The Court's decisions have also made challenges to police discretion in these stops difficult in theory and nearly impossible in practice. In Whren v. United States, the Court held that a traffic stop resulting in an arrest on drug charges did not violate the Fourth Amendment. 85 In Whren,  [*213]  the plainclothes vice squad officer justified his initial stop of the two African-American defendants in a ""high drug area'" of Washington, D.C. by referring to the local civil traffic law. 86 The police claimed that the driver had turned without signaling and drove off at an unreasonable speed. 87

In rejecting the defendants' argument that the officer's decision should be based on whether a "reasonable officer" would have stopped them for the traffic violation, the Court instead found the stop was reasonable for Fourth Amendment purposes so long as the police officer "could have" stopped the defendants. 88 (Incidentally, departmental policy actually prohibited plainclothes officers from conducting ordinary traffic stops. 89) As long as a legal justification existed, the Court held that the officer's subjective intent was irrelevant. Thus, Whren effectively eliminated challenges to police discretion when using traffic law enforcement as a means to discover evidence of unrelated crimes. 90

2. Atwater: When Personal Animus Dictates Police Discretion
 
Nor is the problem of police discretion in traffic stops limited to racial bias or to the enforcement of drug laws. In Atwater v. City of Lago Vista, the Court rejected Gail Atwater's claim that her warrantless arrest for a minor criminal offense - failure to wear a seat belt - violated the Fourth Amendment. 91 Although Texas law permitted the arrest of anyone who failed to wear a seat belt, 92 the facts of Atwater's case suggest that her arrest was based on the arresting officer's personal animosity towards her. Upon stopping her truck, he allegedly ""yelled' something to the effect of "we've met before' and "you're going to jail.'" 93

Like the defendants in Whren, one in Atwater's situation might claim to have been the victim of a pretextual seizure. But Atwater rendered such a complaint irrelevant. So long as a police officer has probable cause for the offense, the Court explained, an otherwise permissible warrantless arrest is constitutional. By contrast, Justice O'Connor, writing in dissent,  [*214]  expressed concern for the "grave potential for abuse" in "such unbounded discretion." 94

None of this means that individuals whom police have subjected to dubious or abusive exercises of police discretion have no legal recourse. 95 But the Court has made it clear that the law of criminal procedure is not the place to address questionable exercises of police discretion. 96

B. Political Pressure and Institutional Change
 
Because we now know much more about police behavior during these stops than ever before, minority communities have also turned to the realm of politics to attempt to alter police practices in traffic stops. 97 As a result of state legislation, 98 voluntary departmental change, 99 and litigation, 100 police departments around the country have begun to collect data on the race or ethnicity of motorists in routine traffic stops. Twenty-nine of the nation's state police agencies with primary highway patrol duties collect this information. 101

Yet insufficient attention has been given to the practical uses of this voluminous data: specifically, its interpretation and its role in crafting permanent reforms. 102 A 2000 Department of Justice report observes, for  [*215]  instance, that "more research is needed to determine the most useful way to analyze data on stops and searches." 103 Consent decrees obtained by the Department of Justice promise better results, but they too suffer serious shortcomings, such as short duration and lack of community involvement. 104

Political pressure and accompanying media scrutiny have also prompted some police organizations to set forth formal rejections of the use of race as a primary justification for traffic stops. 105 Similarly, in 2003, the Department of Justice issued formal guidelines prohibiting the use of race by federal law enforcement agencies in "traditional law enforcement activities," such as "ordinary traffic stops," unless agencies have "trustworthy" information that a person of a particular race has committed a crime. 106 Such public stances have certainly had the effect of bringing national attention to racial profiling in traffic stops: a majority of Americans are familiar enough with the practice to say that they disapprove of its use. 107 Though these pronouncements are well intentioned, it is unclear how or if they have altered police behavior on the street.

Outside of the Fourth Amendment context, political pressures have resulted in action: data has been collected and formal denunciations of race-based traffic stops have followed. But data collection by itself does not produce practical change; nor do formal rejections of race-based policing promise changes in individual officer behavior. To the contrary, despite the widespread attention to these problems, reports of alleged abuses of police discretion remain prevalent. Thus, political pressures on the police to render their own practices transparent or to embrace a fully  [*216]  democratic policing ideal have yielded only limited success in reducing or eliminating the improper use of police discretion. 108

Furthermore, only highly organized and motivated groups can even attempt to exert political pressure on a police department. Civil rights organizations concerned about heavy reliance on race in traffic stops have been successful in drawing attention to the plight of minority drivers. As discussed in Part I.C, the improper use of police discretion extends beyond considerations of race. Those whom police target for other illegitimate reasons like personal animosity, but who lack a committed group to champion their interests are unlikely to have the chance to exert pressure on the police other than through an individual complaint.

III A Technological Solution to Curb Police Discretion
 
Outside of the legal and political arena, a plan developed by the Department of Transportation to create Intelligent Transportation Systems offers an unexpected solution to the problems of police discretion. In its aim to computerize the nation's public roads, Intelligent Transportation Systems may render obsolete the litigation, public criticism, and academic critique centering on the illicit use of police discretion. This Part begins by introducing the type of technology that would support an automated law enforcement system. It then discusses the development of a federal plan to automate the public roads, and then focuses on how traffic stops themselves could be incorporated into such an automated system.

A. Information Technology and the Modern Highway
 
This Essay's discussion of automated enforcement will make use of telematics: a catchall term used to describe the use of telecommunications for sending, receiving, and collecting information. 109 Telematics refers to a variety of specific technologies, many of which have been put to use to send information between cars and private or public infrastructures. Two examples are illustrative.

Car manufacturers put telematics to use as a service for their customers so that they may receive driving directions and locate lost or stolen vehicles. These services, offered by companies like General Motors in its OnStar program, use both cellular and global positioning satellite  [*217]  (GPS) technology. Through the use of satellites, GPS technology can calculate a location that is accurate within ten to twenty meters. 110

Another familiar use of telematics is the electronic toll transponder. States such as New York and California permit drivers who register for transponders to pay tolls automatically as they pass through toll points rather than queue for toll payment at a manned station. This automated system makes use of radio frequency identification devices (RFID). For an RFID system to work, an item - such as a toll transponder - is tagged with a silicon chip and an antenna. RFID readers - such as the device that records the identity of a registered toll transponder - can then record and process the unique information from the tagged item. 111 The reader then sends all of this information to an electronic database for collection and interpretation.

Dedicated short-range communications (DSRC) refer to a variety of RFID technologies more powerful than the types that are used today. 112 Libraries that use RFID technology to keep track of their books employ passive tags that must be activated by an electronic reader in order to respond with a signal regarding the information sought. 113 By contrast, DSRC technology acts as a peer-to-peer system, permitting either side of an electronic conversation to initiate the transfer of information. 114 It is DSRC technology that will permit the rapid, real-time data exchange that will make any automated enforcement program possible.

B. The Federal Plan to Automate Highways
 
To fully understand how an automated system could eliminate the traffic stop, one must possess some familiarity with a federal plan dating back fifteen years. Congress directed the Secretary of Transportation to  [*218]  "promote the widespread use and evaluation of intelligent vehicle-highway systems technology as a component of the Nation's surface transportation systems" by passing the Intermodal Surface Transportation Efficiency Act of 1991. 115 The Department of Transportation selected the Intelligent Transportation Society of America (ITSA), a non-profit association comprised of local governments and private companies, to serve as its Federal Advisory Committee 116 on the development of intelligent highway technology. 117 ITSA has since authored many of the key documents describing the technology to be used.

While the Intelligent Transportation Systems plan envisions a variety of technological innovations and infrastructure improvements, the term refers principally to a system in which cars are engaged in a continuous digital conversation with one another and with public and private entities, like local traffic control agencies. 118 For instance, this digital conversation could alert a driver that a different car ahead on the road - though perhaps out of the driver's line of sight - has suddenly slowed down and requires a rapid response.

The plan for an Intelligent Transportation System is far more ambitious in scope than the existing uses of telematics. According to an ITSA Ten Year Vision statement, all new cars 119 would contain factory-installed on-board units connected to the cars' internal sensors and controls. 120 These units would communicate information such as driver  [*219]  location and speed to road-side units embedded in public roadways. 121 Both public agencies (such as local transportation agencies) and private companies (such as gas stations, hotels, and restaurants) would be able to communicate with cars. 122 These on-board units would also communicate with similar units installed in other cars, regardless of manufacturer; they would help to avoid collisions and to increase fuel efficiency by permitting platooning of vehicles, or controlling several vehicles together. 123

This literal information highway requires a common technical platform that would (1) permit communications among cars and with roadside units, and (2) provide the rapid exchange of real-time data necessary to reduce collisions. 124 Attempts at establishing this common technical platform have been made in recent years. In 1997, ITSA petitioned the Federal Communications Commission to dedicate radio frequency bandwidth for dedicated short-range communications. 125 In February 2004, the Commission issued a Report and Order that set aside the requested bandwidth for Intelligent Transportation Systems and adopted a technical standard for DSRC devices nationwide. 126

The FCC order means that bandwidth dedicated to Intelligent Transportation Systems now exists, thus eliminating the possibility of interference from other unrelated devices. The order also decreases the likelihood that conflicting proprietary systems (a problem with state electronic toll systems today) might hinder a nationwide system. 127

What does this mean for the average driver? Your new car would come equipped with a transponder, or on-board unit, linked to your car's  [*220]  controls. 128 Reducing car accidents is the formal objective of the program, 129 but the incentive to install the necessary equipment on new cars stems from these devices' potential to provide the private sector with a new marketplace. 130 Factory-installed on-board units will permit location-specific advertising, on-demand entertainment, and electronic payment for gas and other consumer services.

Road-side units 131 would be embedded along the roads at regular intervals to receive from passing cars information such as location and speed. 132 A DSRC-enabled car would have the capacity to warn you of sudden moves from other cars; 133 aid in driving around curves; 134 issue an in-vehicle "Amber Alert"; 135 permit rapid clearance across the Mexican or Canadian border; 136 provide instant local traffic data; 137 transmit information about your "electronic license plate"; 138 and request a car with a particular identity to respond. 139 And more importantly for present  [*221]  purposes, a DSRC-enabled car would also permit automated law enforcement of the vehicle code. 140

C. How Automated Law Enforcement Curbs Discretion
 
By remotely and automatically enforcing the laws normally used by police to conduct traffic stops, DSRC systems could eliminate or drastically reduce the number of police-conducted traffic stops. 141 Automated enforcement is a proposed policy option: "Crashes could be significantly reduced through automated enforcement. The proper intent of these systems is to reduce violations by modifying driver behavior." 142

An automated enforcement program could eliminate stops based on excessive speeding, and the other justifications police officers most frequently use to stop drivers. For instance, from a safety perspective, driver alertness - whether from alcohol, fatigue, or other physical impairment - is a major cause of crashes. To address this concern, advocates of the Intelligent Highway System note that the technology is available to "assure that an operator is appropriately licensed, unimpaired and alert," by means of "positive identification techniques (fingerprint recognition, retinal scan, voiceprint) cross-checked in real-time against licensing authority records." 143 DSRC systems permit this real-time verification. Police rely on a relatively short list of reasons to justify traffic stops 144 and, as Table 1 demonstrates, the most frequently cited reasons for stops are amenable to automated enforcement. Because a DSRC enabled car regularly broadcasts information about the car and the driver to the infrastructure, enforcement by the police becomes unnecessary. As we will  [*222]  see, the only real obstacles to an automated enforcement regime arise from social objections, not technical problems. 145

Table 1

	Reasons Most Often Cited by the Police for
	Candidate for automatic

	Traffic Stops
	enforcement?

	(in order of frequency) 146
	

	Speeding
	Yes 147

	Record Check
	Yes 148

	Vehicle defect
	Yes 149

	Stop light or Traffic light violation
	Yes 150

	Illegal Turns
	Yes 151

	Seat belt violations
	(unknown) 152

	Drunk Driving
	Yes 153



An automated law enforcement program will only have an impact on police discretion if it replaces, wholly or substantially, those traffic stops that would have been conducted by a police officer. What might such a program look like? Official discussions on intelligent highways are vague in this regard. One possibility is that a state, county, or municipality seeking to curb police discretion in traffic stops would have the local traffic agency enable the DSRC infrastructure to enforce motor vehicle laws  [*223]  rather than enable it to provide only warnings to drivers. In turn, the corresponding police department would as a matter of policy cease or substantially limit the kinds and amounts of traffic stops conducted by its own officers. Of course, the processing and oversight of such an enforcement program could remain ultimately with the police. Only the discretionary aspect of this enforcement would be eliminated.

True, the above proposal is in some ways modest; automated enforcement would not extend beyond the traffic stop. Police would still possess considerable discretion in encounters on the street, in their investigations, and so forth. Nevertheless, if one considers that in 2002 nine million drivers were stopped for speeding alone, 154 even a selective use of automated enforcement would have a far-reaching impact on the number of traffic stops conducted by the police.

1. Whren v. United States and Atwater v. Lago Vista Revisited
 
Let us reconsider the facts of Whren v. United States. 155 Recall that Michael Whren and James Brown were stopped by the D.C. Metropolitan police for failing to signal while turning and for driving at an "unreasonable" speed. 156 Based on these alleged traffic law violations, the police stopped their vehicle and discovered the evidence of more serious crimes. While Whren and Brown argued that the traffic law violations were pretextual, the Court rejected their claims. As long as the officers "could have" stopped the vehicle, the stop was reasonable for Fourth Amendment purposes. 157

A DSRC system could detect turn signal violations and speeding, among other things. 158 Had the District of Columbia replaced officer discretion with automated enforcement, Whren and Brown would not have been involved in a traffic stop at all. Their traffic law violations would have been enforced automatically and remotely. Any suspicions about their involvement in illegal drug activity would have been investigated by other means: namely, stops based on reasonable suspicion or probable cause related to the actual reasons why the police suspect these drivers. To argue that pretextual traffic stops serve the interests of justice because they so often turn up evidence of more serious criminal activity translates into an ends justifying means approach that contrasts with much of our criminal procedure jurisprudence.

The vehicle code violations for which Whren and Brown were stopped are typical reasons cited by the police in conducting traffic stops.  [*224]  Improper lane changes, excessive speed, and failure to signal are the types of infractions cited by the police as turning up evidence of more serious crimes. Remote detection and enforcement could eliminate police discretion in all these matters.

And what about Gail Atwater? She was stopped for failing to wear a seat belt. Unfortunately, the Intelligent Highway initiative literature does not specify whether this particular vehicle code violation is amenable to remote enforcement. We do know that an automated, and relatively low-tech substitute for police enforcement of seat belt violations has long existed, but has not been implemented. 159 In 1973, the National Highway Transportation Safety Administration required all new passenger cars to have a seat belt ignition interlock device, preventing ignition of the car if any front seat passenger was not buckled up. 160 A year later, Congress passed a law prohibiting the requirement of any seat belt ignition interlock that remains in effect today. 161 In 2003, the NHTSA urged Congress to reconsider lifting its ban on ignition interlocks requirements. 162

Such a device, if legally required, would have prevented Atwater from driving her car in the first place. Moreover, there is no reason that seat belt use could not be incorporated into a DSRC system. But as the NHTSA observes, unless these technologies are required, the only alternative to increased safety is aggressive police enforcement. 163 A technological option would have avoided the law enforcement problem altogether. However, as Part IV discusses, this failed attempt to automate seat belt wearing reflects resistance from the public on overly intrusive restrictions on their own choices about whether or not to break the law.

In both Whren and Atwater, technological choices could have prevented encounters that were humiliating or discriminatory.

2. Prior Experiences with Automated Law Enforcement
 
Not only is a comprehensive automated enforcement program possible, but we have already had limited experience with its use. In 1993, New York City became the first American city to install photo radar to  [*225]  catch red-light violations. 164 Typically, photo radar works as follows. 165 Sensors embedded in the roadway close to an intersection record the speed of cars traveling over them. If that car exceeds a preset minimum speed while the light is red, a camera at the intersection takes at least one, and sometimes two, pictures to record the car's license plate. Technicians review the photographs for clarity and send the registered owner of the car copies of the photographs and a citation. American cities have been slow to widely adopt a technology that has been available since the 1960s and has been used in Europe since the late 1970s. 166 One recent estimate identified the use of photo radar for red-light enforcement in only eighty cities in twenty states. 167

Nor is automated enforcement limited to the public sector. A recent case from the Connecticut Supreme Court discussed the speed enforcement policy of American Car Rental, Inc., which installed a GPS device in each of its cars in order to record each car's speed and location. 168 Rental agreements with the company included the following statement: "Vehicles driven in excess of [seventy-nine miles per hour] will be charged a $ 150 fee per occurrence. All our vehicles are GPS equipped." 169 Whenever the GPS device recorded an "occurrence' of driving more than seventy-nine miles per hour for two minutes or longer, the device would transmit the car's location and speed to a third party vendor that would, in turn, send the information to American Car Rental for a fee assessment. 170

Thus, the use of DSRC to catch speeders, reckless drivers, and tardy registrants is less remarkable for its replacement of humans by machinery than it is for its potential scale.
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IV Potential Objections
 
Of course, if a law enforcement program meets too many objections it will not be realized, its practical feasibility and social merit notwithstanding. This section raises and addresses what are likely to be the strongest arguments in favor of leaving our current situation as it stands: the legality of an automated enforcement program; the possible inevitability of police discretion; the reliance of the public on partial police discretion; and the possible social and political value of police discretion in these encounters.

A. The Legality of Automated Law Enforcement
 
Because the precise logistics of automated enforcement remain unresolved, analysis of its legality must be somewhat imprecise. 171 Here is one scenario: a car's on-board unit sends data regarding, for instance, evidence of excessive speeding to a road-side unit that then relays this information to a processing station administered by the local police department. Perhaps an initial violation would trigger only an in-vehicle warning, but the second would automatically transmit the violation to the police. A ticket would follow in the mail. 172

Would such a program be constitutional? 173 According to the Supreme Court, police activity constitutes a search when it intrudes upon an actual expectation of privacy and one that "society is prepared to recognize as reasonable." 174 Yet in our speeding example, that test is surely difficult to meet when a car is constantly transmitting information such as driving speed not only to avoid collisions, but to provide information for automated enforcement. 175

The installation of an on-board unit and the collection of information from it are two analytically distinct acts. If the on-board units were built  [*227]  into the cars by automakers themselves, 176 as is currently planned, that installation would lack the predicate of state action to classify its installation as a governmental search or seizure. 177 Federal laws requiring the installation of transponders, however, may present a different case. Much depends on characterization or whether these transponders are like the vehicle identification numbers or like surveillance devices.

What about police collection of information from that device? Two factors weigh in favor of its constitutionality. First, information that is deliberately or knowingly exposed to public view receives no Fourth Amendment protection. 178 Second, as the Court has stated repeatedly, the fact that cars are highly regulated affords drivers a lesser degree of privacy than that assumed by home-dwellers, pedestrians, or others. 179 For these reasons, drivers lack any reasonable expectation of privacy in the movement of cars on public roadways and all other information that may be observed there. 180 Technological enhancement of the senses does not transform the nature of that calculation. 181 Unlike surveillance of a private conversation, the information exchanged would be sent directly from a car's transponder for the purpose of providing information for enforcement. To the extent that DSRC systems transmit information that a police officer might otherwise observe, the Fourth Amendment should not bar the use of that information as a basis for automated enforcement - either as a warrantless search or seizure.

 [*228]  Although the Supreme Court's development of Fourth Amendment law with respect to cars would not render an automated enforcement program unconstitutional, the applicable regulatory framework remains unsettled. There are, as of this writing, no statutes that clearly address the proper uses of DSRC systems by the government 182 The FCC order already discussed approves technical standards, but mentions no applicable standards to be applied when the police access the data. 183 Federal telecommunications law protects the privacy of cell phone information, including the location of the cell phone customer, 184 but it is unclear whether DSRC communication between on board units and roadside units would be covered under these laws. 185 Also, any formal program of automated enforcement in which driver information was directly communicated to the police would seem unlikely to run afoul of federal wiretapping laws. Presumably information regarding the driver's traffic offense would not be intercepted by the police but received as part of a formal enforcement program. 186

In short, the appropriate regulatory framework remains unsettled, and the Court's development of Fourth Amendment law with respect to cars would provide little or no protection from collecting data that would lead to enforcement of laws that cover speeding, proper vehicle registration, failure to use turn signals and similar offenses.
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B. The Inevitability of Discretion
 
It may be premature to predict the death of discretion. Some argue that no technology, no matter how sophisticated, can eliminate discretion. Policing scholar Jerome Skolnick provides insight into this objection.

In part of his influential study of the Westville Police Department, Skolnick analyzed the role of discretion in the seemingly mundane task of parking enforcement. 187 In the abstract, this kind of police work epitomizes the simple and virtual elimination of discretion: the meter officer's task is simply to read the meter and issue a ticket if necessary. Yet as Skolnick noted, room for discretionary judgment exists whenever "a person enters the scene." 188 The violator may ask for leniency if he returns to his car before the officer writes a ticket. 189 Once the officer has begun to write, the exercise of discretion is more difficult, since each numbered ticket must be accounted for, yet it can be exercised nevertheless. 190 As a result, Skolnick concluded that "it is impossible to eliminate discretion entirely from the administration of criminal law, even for such a simple and routine operation as the enforcement of parking meter violations." 191

Skolnick's conclusion contains an important qualification: discretion is unavoidable whenever "a person enters the scene." 192 The ITSA plan envisions a transfer of data devoid of human judgment. Automated enforcement would contain no means for a violator to plead her case to a sympathetic ear, nor a means for a police officer to conduct a traffic stop on a pretext. 193

In a larger sense, Skolnick is right. The degree to which discretionary judgments exist will depend on the details of an enforcement program. Automated enforcement of traffic laws would not do away with ordinary policing patrols. Critics of the traffic stop may claim that as long as police are permitted to patrol the public roads, they will find other justifications to conduct stops on public roads. Automated enforcement simply changes the permissible reasons. Pretextual seizures based upon race, class, or personal bias would simply adopt a form other than traffic stops. Although automation may not eliminate discretion, it can severely curtail its exercise in many circumstances, including where undesirable bias has been used.
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C. Public Reliance on Partial Enforcement
 
Even if an automated enforcement program were legal, other obstacles pose some serious and potentially fatal challenges to any program on the scale contemplated by the Intelligent Transportation Systems plan. These impediments are social rather than technical.

ITSA itself sees public resistance as the most difficult challenge to automated enforcement. For instance, ITSA documents observe that:


 
The deployment of automated enforcement systems will be limited by the level at which the public accepts them. The "Big Brother is Watching' syndrome is likely to play heavily in the mind of the public and of legislators who can prevent their deployment... . The public and their legislators may be more willing to accept automated enforcement systems if a direct correlation between these systems and their safety can be made." 194
 
Critics of programs like the Intelligent Highways Initiative worry that the privacy interests of citizens will be intruded upon. 195 In a basic sense, simply collecting massive amounts of data on driving habits infringes our autonomy or the ability to make decisions and to retain a sphere of private activity free from surveillance. 196 Once that data is amassed, legitimate concerns arise regarding the potential for personal information misuse by the government or private actors, 197 beyond the official purposes of any formal traffic management or policing program.

And the concerns that ITSA mentioned seem to have just cause. When photo radar first became available, some state legislatures responded by banning its use altogether. 198 Such reactions may not reflect uniform public  [*231]  opinion; survey evidence now shows strong public support for red-light cameras. 199

How should we interpret this anticipated resistance to automated enforcement? Privacy concerns probably cannot by themselves justify total bans on the remote enforcement of traffic laws. Concerns about the ability to identify a car's location in real-time may warrant some statutory protections in this regard, but rejecting the use of automated response is too broad a response.

Privacy is likely only one reason for public rejection. We might also interpret this rejection as a default preference for human enforcement. Ronald Clarke, criminologist and former head of the British Home Office Research and Planning Unit, is an expert on the use of situational crime prevention techniques that include automated enforcement. 200 Clarke is puzzled over this reluctance: "perhaps all these devices offend people's sense of fair play. People have to be given a sporting chance of getting away with crime, especially the ordinary everyday offenses that all of us might commit." 201 The existence of discretion, and therefore the possibility of its abuse, may be a cost people are willing to assume in order to break some traffic laws. Reliance on traffic law enforcement by the police ultimately reduces the certainty that any one person will be caught for violating the law. 202 Yet the prevalence of that preference, which is ultimately a claim to escape enforcement of the law, does not justify its acceptability.

Alternatively, perhaps a legitimate objection would arise not out of people's sense that they deserve a chance to break the law, but rather from their view that there is a meaningful distinction between technical legal violations, and abiding by the purpose for which the laws exist. Traffic laws exist to make illegal unsafe driving, a standard that is perhaps best judged by a person rather than by a machine. And survey research suggests that there are "rules for breaking the rules," 203 just as there are commonly  [*232]  held justifications for obeying the law. People will deliberately ignore a red traffic light not for idiosyncratic reasons, but because compliance appears unwarranted in a particular situation, such as at a deserted rural intersection, rather than in front of a school during the day. 204 It is these situations in which the police are probably least likely to stop drivers.

The problem is that we cannot accept the positive good of discretion without the attendant risks and potential harms. Balancing those harms against whatever values may in fact exist behind objections to automated enforcement is ultimately a political decision. The existence of DSRC technology, however, permits us to make a reasoned choice.

D. The Political and Social Values of Police Discretion
 
Finally, some may object to automated traffic law enforcement because they see the struggle to curb discretion as a valuable social and political process between a community and its police. Critics of pretextual police stops, especially against minority drivers, may argue that a technological solution is no solution at all. 205

Researchers in the field of procedural justice have repeatedly pointed out the correlation between personal experiences and general attitudes towards the law. 206 When people feel they have been treated fairly in their personal experiences with the police, these experiences encourage their sense of trust in the police, as well as reinforce their beliefs in the legitimacy of the law. 207 In fact, that fair procedures have been used is more important to these public attitudes than personally favorable outcomes. 208 These feelings of trust and legitimacy are central to voluntary compliance with the law, a much less costly means of securing compliance than the conventional deterrence model. 209 The converse is true as well; experiences with the police in which people feel they have been treated  [*233]  unfairly can lead people to feel less confident in the legitimacy of the law, and thus less willing to abide by the law generally. 210

Replacing police with technology might produce the same effects as encounters with officers that appear to be procedurally unfair, if doing so would make people feel alienated from the law. 211 While technologically-induced alienation has long been a favorite topic of science fiction writers, it is unclear whether automated enforcement would produce such sentiments. Nevertheless, this is an important objection particularly because race-based abuses of police discretion also have the effect of distancing a community from its police. It would be difficult to justify replacing a system of discretion with an automated enforcement system that has the same alienating effects.

Another objection is that technology-based policing does not solve the underlying problem. True reform lies in the adaptation of officer attitudes, which in turn affect more general relationships between the police and the communities they serve. This is an appealing objection, and efforts to change the attitudes of the police themselves must certainly continue. Yet this objection need not be fatal because automated enforcement that would replace officer discretion in a limited arena: the enforcement of traffic laws. Were such a program adopted, it would leave untouched the myriad ways in which people expect contact with the police, particularly in the community policing movement.

Conclusion
 
Technology cannot offer comprehensive solutions to a seemingly intractable problem like racial discrimination in policing. The development of a technology that could radically change policing in a particularly troublesome area like traffic stops is worth serious consideration because it forces us to think about the ultimate goal of litigants, activists, and commentators critical of pretextual policing.

The use of the pretextual stop represents one example of the potential dangers associated with the discretion afforded to police officers in their day-to-day activities. Most fundamentally, the problem of discretion is part of the structure of policing: we expect the police to make sensible and fair decisions among the many choices they have. In doing so, some police officers rely upon assumptions regarding race and criminal propensity. While the use of race in traffic stops has been familiar to the public for more than a decade, there has been limited success in producing change,  [*234]  either through constitutional law challenges or application of political pressure.

The introduction of DSRC technology provides us with a different potential response to pretextual traffic stops. Automated vehicle code enforcement could eliminate many traffic stops conducted by the police. There will always be situations on public roads involving police-citizen contacts (in emergencies, for example) but the intelligent highway initiative offers us a chance to reevaluate the resources devoted both to traffic stops and to efforts to reduce improper police motives during them.

The greatest obstacles to implementing such a program will not arise from technology or the Constitution, but likely the desirability of the end result: fewer traffic stops and probably increased enforcement of traffic laws against everyone, black and white. No doubt some will welcome this change. Greater law enforcement that is more evenhanded is preferable to disproportionately focusing on a minority of citizens. Others are likely to question whether automation resolves the police discretion problem so much as it dampens debate. The possibility of automated law enforcement, however, encourages us to address these alternatives honestly and directly.
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n147. See Task 3 Final Report, supra note 110. The literature on DSRC applications refers only to information that can be received by or transmitted to cars with on-board units, without discussion of using this information for law enforcement. Automated enforcement is, however, a topic raised multiple times in the intelligent highways literature. The decision to use information regarding, say, whether a car is driving in excessive of the legal limit is a policy choice, rather than a technical obstacle. 
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n146. Figures for this table are derived from a 2002 survey conducted by the Bureau of Justice Statistics. Specific percentages are as follows: speeding (54.8%); record check, such as insurance coverage (11.5%); vehicle defect, such as a burned out headlight (9.3%); stoplight or stop sign violation (7.1%); illegal turn (4.9%); seat belt violation (4.4%); other traffic offenses (4.2%); drunk driving roadside check (1.3%). A small percentage (2.1%) report that police gave no reason for the traffic stop. Durose, supra note 22, at iv. 
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n145. See A Ten-Year Vision, supra note 123, at 67 ("Driver Qualification Issue is Social, Not Technical. Are we prepared to demand that drivers, whether of private passenger cars or of commercial vehicles, public transit vehicles, or trains, demonstrate their credentials and unimpaired status on a routine, proactive basis? So far, the answer has been "no.'"). 
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n144. See Durose, supra note 22, at 5. 
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n143. A Ten-Year Vision, supra note 123, at 61. 
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n142. A Ten-Year Vision, supra note 123, at 63 (emphasis added). Automated enforcement is a persistent theme. See also id. at 5 ("Unprecedented levels of safety, mobility and efficiency will be made possible through the development, integration and deployment of a new generation of in-vehicle electronics, vehicle and highway automation and selective automated enforcement, including the determination of fitness to drive.") (emphasis added); 32 (stating potential benefits of automated enforcement); 59 (same); 61 (same); 69 (same); 70 (same); see also Letter from Suzanne J. Murtha to Jane Dion, National Highway Traffic Safety Administration ("Automated enforcement, if carefully and legally applied, also has the potential to eliminate many crashes."); cf. Intelligent Transportation of Society of America & U.S. Dep't of Transportation, Homeland Security and ITS: Using Intelligent Transportation Systems to Improve and Support Homeland Security 12 (2002) ("One key area of protection for which ITS is central is the ability to safely halt surface vehicles that have been identified as threatening."), available at http://www.its.org/resources.nsf. 
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n141. To be sure, automated enforcement is not the focal point of the intelligent highway system. And ITSA documents offer few details on the operation of an automated enforcement program. An automated enforcement program would eliminate stops based on excessive speeding, but for all of the most frequently used justifications to stop drivers. 
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n140. ITSA also points out that it would save the resources of the police for other matters. See A Ten-Year Vision, supra note 123, at 61 (stating that "spot enforcement programs" for traffic violations "have been effective, but they divert police personnel from other public safety priorities and are costly"). 
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n139. Id. at 6-39 (describing possible uses of DSRC). A device that records information on driving location and speed could also presumably be used to tax drivers by the mile. Such a suggestion has been made recently by California Department of Motor Vehicles director Terry Tamminen. See Robert Salladay, DMV Chief Backs Tax By Mile, L.A. Times, Nov. 16, 2004, at B1 (describing this proposal for California drivers and noting experiments with taxing by the mile in Seattle and Oregon). 
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n138. Id. at 39. 
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n137. Task 3 Final Report, supra note 110, at 36. 
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n136. A Ten-Year Vision, supra note 123, at 102 ("There exists a memorandum of understanding between the U.S. DOT and the Canadian Ministry of Transport to work together to coordinate their ITS architectures and ITS initiatives. Mexico is also working toward an ITS architecture."). 
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n135. Id. at 19. 
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n134. Id. at 16. 
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n133. Task 3 Final Report, supra note 110, at 21. 
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n132. While ITS technologies were originally designed to collect information on an anonymous basis, over time a "greater emphasis on targeting individuals began to emerge." See Glancy, supra note 109, at 303. 
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n131. An ITSA report provides this technical summary:


 
The system is based on "events and snapshots" in a read zone when an OBU enters the communication zone of an RSU. In this case, the RSU sends messages on the control channel and the OBU listens and then responds with public/private data. In the case of [vehicle to vehicle] communication, one of the OBUs will start the transaction by taking on many characteristics of an RSU (i.e. sending the initial interrogation).
 
DSRC Industry Consortium, DSRC Technology and the DSRC Industry Consortium (DIC) Prototype Team: White Paper, at 4 (Jan. 28, 2005). 
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n130. FCC Report, supra note 117, at 12 ("The record clearly establishes that non-public safety use of this band is essential to promote early deployment of all DSRC applications."). 
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n129. See, e.g., Vehicle Infrastructure Integration Overview, supra note 120 (stating that "a significant reduction in [the 43,000 deaths on U.S. highways each year] could be achieved through coordinated development of a nationwide wireless communication infrastructure that would allow communication between vehicles and between the vehicle and the roadside."); A Ten-Year Vision, supra note 123, at 25 ("The goal is to reduce annual transportation-related fatalities by 15% overall by 2011, saving 5,000 to 7,000 lives per year."). 
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n128. ITSA recommends that the federal government consider mandating "the inclusion of monitoring technology in new vehicles and the retrofitting of older vehicles." Intelligent Transportation Society of American in Cooperation with Department of Transportation, Homeland Security and ITS: Using Intelligent Transportation Systems to Improve and Support Homeland Security 25 (2002). 
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n127. FCC Report, supra note 117, at 10 (noting that electronic toll collection is "plagued with proprietary systems for individual toll of regulatory entities that cause incompatibility and/or interference that hampers interstate commerce"). 
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n126. Id. at 5-6 (adopting standards). The technical standard is specifically called the ASTM-DSRC standard. The FCC Report explains:


 
The ASTM-DSRC Standard enables wireless communications over short distances between information sources and transactions stations and mobile units ... DSRC operations generally occur over line-of-sight distances of less than 1000 meters between roadside units and most high speed (up to 120 mph), but occasionally stopped and slow moving vehicles, or between high speed vehicles.
 
Id. at 15-16. 
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n125. See FCC Report, supra note 117, at 8. The Report was published in summary form as Dedicated Short Range Communication Services and Mobile Service for Dedicated Short Range Communications of Intelligent Transportation Service in the 5.850-5.925 GHz Band (5.9 GHz Band), 69 Fed. Reg. 46438-01 (August 3, 2004) (to be codified at 47 C.F.R. Parts 0, 1, 2, 90 and 95). 
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n124. See FCC Report, supra note 117, at 10-11. 
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n123. See, e.g., Intelligent Transportation Society of America & U.S. Dep't of Transportation, National Intelligent Transportation Systems Program Plan: A Ten-Year Vision 63 (2002), available at http://www.itsa.org/research.html [hereinafter A Ten-Year Vision]; Task 3 Final Report, supra note 110, at 27. 
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n122. Id. at 311. 
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n121. Glancy, supra note 109, at 311-312. 
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n120. See Department of Transportation, Intelligent Transportation Systems, Vehicle Infrastructure Integration Overview, available at http://www.its.dot.gov/vii/vii_overview.htm ("The VII vision is that every car manufactured in the U.S. would be equipped with a communications device and a GPS unit so that data could be exchanged with a nationwide, instrumented roadway system."); FCC Report, supra note 117, at 5 (noting that "DOT envisions DSRC unit in every new motor vehicle for lifesaving communications"). 
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n119. An automaker working group predicts that "the earliest possible deployment of DSRC [car applications] on production vehicles is likely to be 2007." Widespread installation in new cars is expected to take another decade. Task 3 Final Report, supra note 110, at 140. See also FCC Report, supra note 117, at 11 ("[The Department of Transportation] envisions a 5.9 GHz [Dedicated Short Range Communications Service] unit ... in every vehicle, working in conjunction with a substantial infrastructure of DSRCS roadside units."); see also Transport: The Road Tolls for Thee, Economist, June 12, 2004, at 79 ("So expect the car you buy in, say, 2020 to come with a built-in OBU, capable of charging you depending on where and when you drive and how much traffic there is."). 
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n118. Regrettably, the government's plans constitute an alphabet soup of acronyms, so keeping track of the different systems can be tricky. While initially the plan to establish car-to-roadway communications was named the Intelligent Vehicle Highway System (IVHS), most recently the same plan has been renamed Intelligent Transportation Systems (ITS). It is also sometimes referred to as the Integrated Network of Transportation Information (INTI). 
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n117. Federal Communications Comm'n, Report and Order FCC 03-324, at 6 n.12 (Released Feb. 10, 2004), available at http://hraunfoss.fcc.gov/edocs_public/attachmatch/FCC-03-324A1.pdf. [hereinafter FCC Report] (noting that, as of 2003, ITSA had over 600 members from business, academia, and government). The DOT did not recognize ITSA as its FAC in 2003, but did indicate to the FCC that this did not reflect a change in the Department's views on ITSA. Id. at 6 n.14. 
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n116. Federal Advisory Committee Act, Pub. L. No. 92-463, 86 Stat. 770 (1972). 
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n115. Pub. L. 102-240 §6053 (1991), codified at 23 U.S.C. §307, repealed by Intelligent Transportation Systems Act of 1998, Pub. L. 105-178 §5201-5213. Section 5203 of the 1998 Act is substantially similar to the language quoted above. 
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n114. Unlike cell phone technology, DSRC systems do not require knowledge of the number to be called. DSRC systems also have a low delay or "latency" of less than 100 milliseconds that is superior to other existing alternatives. This permits DSRC systems to provide immediate "crash avoidance" data to cars. Task 3 Final Report, supra note 110, at 40, 45. 
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n113. FCC Report, infra note 117, at 10. 
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n112. Jonathan Collins, Automotive RFID Gets Rolling, RFID J., Apr. 13, 2004. 
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n111. Federal Trade Comm'n, Radio Frequency Identification: Applications and Implications for Consumers 3-5 (2005). 
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n110. Obstacles such as trees or buildings can impede GPS operation. Greater accuracy can be achieved through the use of receivers with "differential global positional systems" technology. See Smithsonian National Air and Space Museum, How Does GPS Work?, http://www.nasm.si.edu/exhibitions/gps/work.html (last visited Oct. 7, 2006). When DGPS receivers are available more widely, they will provide the accuracy necessary for DSRC systems. See Camp Vehicle Safety Communications Consortium, Vehicle Safety Communications Project Task 3 Final Report: Identify Intelligent Vehicle Safety Applications Enabled by DSRC 45 (March 2005), available at http://www-nrd.nhtsa.dot.gov/pdf/nrd-12/1665CAMP3web/images/CAMP3scr.pdf [hereinafter Task 3 Final Report] (noting that nationwide DGPS "should allow the geopositioning requirements of many of the vehicle safety applications envisioned"); see also OnStar Basics, http://www.onstar.com/us_english/jsp/explore/onstar_basics/technology.jsp (last visited Oct. 7, 2006) (describing operation of OnStar program). 
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n109. Dorothy J. Glancy, Privacy on the Open Road, 30 Ohio N.U. L. Rev. 295, 302 (2004) (defining telematics as two-way telecommunications devices built into vehicles). 
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n108. See Johnson, Racial Profiling After September 11, supra note 68, at 71 (observing that "efforts through the courts and political action have failed to do much in terms of stopping police from unduly relying on race in law enforcement"). 
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n107. Laney, supra note 102, at 5. Notably, a majority of Americans do approve of racial profiling to combat terrorism. See id. 
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n106. U.S. Dep't of Justice, Civil Rights Devision, Guidance Regarding the Use of Race by Federal Law Enforcement Agencies (2003), available at http://www.usdoj.gov/crt/split/documents/guidance_on_race.htm (last visited January 6, 2006). These guidelines exempt, however, the use of race or ethnicity in terrorism-related investigations. See U.S. Dept' of Justice, Justice Department Issues Policy Guidance to Ban Racial Profiling, Fact Sheet, June 17, 2003; U.S. Dep't of Justice, Racial Profiling, Fact Sheet, June 17, 2003; Eric Lichtblau, Bush Issues Federal Ban on Racial Profiling, but Exempts Security Inquires, N.Y. Times, June 18, 2003, at A1. For a critique of the Guidelines' efforts to justify any use of race by federal law enforcement authorities, see Johnson, Racial Profiling After September 11, supra note 68, at 81-87. 
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n105. See, e.g., Laney, supra note 102, at 7 (discussing formal oppositions to racial profiling by the International Association of Chiefs of Police, Black Law Enforcement Executives, and the Fraternal Order of Police). 
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n104. See Garrett, supra note 97, at 102-105. 



[image: image103]

n103. Ramirez, supra note 30, at 54. 
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n102. See Laney, supra note 1 at 8 (observing that "analyzing data on the nature, character, and demographics of law enforcement practices to determine racial profiling is very complex"); Garrett, supra note 97, at 91 (arguing that "these laws appear meaningless because they provide no guidance as to how to interpret data[, and they] lack teeth because they do not require concrete steps to be taken once a disparity is found"). 
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n101. Matthew J. Hickman, Traffic Stop Data Collection Policies for State Police, 2004, Dep't of Justice (2005). 
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n100. Garrett, supra note 97, at 61-81. 
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n99. Garrett, supra note 97, at 43; Harris, Racial Profiling Redux, supra note 72, at 86. 
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n98. See Johnson, Racial Profiling After September 11, supra note 68, at 74; Garrett, supra note 97, at 81-85 (discussing statistical data collection legislation); Harris, supra note 72, at 85-86 (discussing state legislation regarding data collection as well as training and policies regarding profiling). 
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n97. Brandon Garrett, Remedying Racial Profiling, 33 Colum. Hum. Rts. L. Rev. 41, 82 (2001). 
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n96. See, e.g. Johnson, The Story of Whren, supra note 89, at 26 ("Many observers find problematic the discretion that the Supreme Court's Fourth Amendment analysis has afforded police and the difficulty such discretion has created for the efforts to end racial profiling."); Johnson, Racial Profiling After September 11, supra note 68, at 72 (noting Whren "effectively eliminated the Fourth Amendment as a tool to eliminate racial profiling"). 



[image: image95]

n95. See, e.g., Whren, 517 U.S. at 813 (noting that "the constitutional basis for objecting to intentionally discriminatory application of laws is the Equal Protection Clause, not the Fourth Amendment"); but see Sklanksy, supra note 7, at 308 (observing that Equal Protection Clause provides no protection against unconscious bias and very little practical protection against easily masked subjective intentions); Harris, Driving While Black, supra note 56, at 551 (noting that those affected by pretextual stops "do not have the resources, knowledge, or wherewithal to complain; they have learned that complaining about this treatment brings nothing (except maybe trouble), or that they may make unattractive plaintiffs unlikely to engender any jury's sympathy, regardless of the injuries to their rights"). Not all legal challenges have failed, however. Several instances of either lawsuits alleging "racial profiling" by police departments or intense public criticism have resulted in consent decrees and departmental changes. See, e.g., Ramirez et al., supra note 30, at 17-42 (describing events leading to traffic stop changes and/or data collection in San Jose, California; San Diego, California, North Carolina, New Jersey, and Great Britain). 
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n94. Id. at 372 (O'Connor, J., dissenting). 
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n93. Id. at 324. 
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n92. Id. at 323. 
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n91. 532 U.S. 318 (2001). The same officer had previously stopped Atwater for what he believed (erroneously) was a seat belt violation. Id. at 324 n.1 
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n90. See, e.g., Johnson, supra note 89, at 23 ("The decision today is the boilerplate citation for the proposition that subjective motive of the police in making a stop is irrelevant in evaluating that stop under the Fourth Amendment."). 
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n89. Id. As Kevin Johnson notes, "either the police were just plain lucky to find drugs in plain view while deviating from departmental policy, or one of the vice officers had a hunch that the occupants of the vehicle were engaged in drug activity and used an alleged violation of the traffic laws a pretext to stop the sports utility vehicle." Kevin R. Johnson, The Story of Whren v. United States: The Song Remains the Same, in Race Stories 9 (Devon Carbado & Rachel Moran, eds. forthcoming 2006). 
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n88. Id. at 819. 
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n87. Id. 
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n86. Id. at 808 
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n85. 517 U.S. 806 (1996). 
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n84. Sklansky, supra note 7, at 275 (citing United States v. Sharpe, 470 U.S. 675 (1985)) (noting "few sharp rules" regarding roadside stops). 
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n83. See California v. Acevedo, 500 U.S. 565, 569-70 (1991); Pennsylvania v. Labron, 518 U.S. 939, 940 (1996). A citation, however, does provide sufficient grounds for a search of the vehicle, even if the officer could have arrested the driver but chose not to. See Knowles v. Iowa, 525 U.S. 113, 114 (1998). 
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n82. See New York v. Belton 453 U.S. 454, 460-61 (1981). 
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n81. See United States v. Robinson, 414 U.S. 218 (1973). 
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n80. See Terry, 392 U.S. at 27 (permitting physical pat-down); Michigan v. Long, 463 U.S. 1032, 1049-50 (1983) (permitting "frisk" of car). 
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n79. See Pennsylvania v. Mimms, 434 U.S. 106 (1977) (drivers); Maryland v. Wilson, 519 U.S. 408 (1997) (passengers). 
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n78. See Brown v. Texas, 443 U.S. 47, 51 (1979). 
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n77. Illinois v. Caballes, 543 U.S. 405 (2005) (holding that use of dog sniff during a traffic stop is not a "search" for Fourth Amendment purposes). 
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n76. See Terry v. Ohio, 392 U.S. 1, 20 (1968). 
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n75. See, e.g., Delaware v. Prouse, 440 U.S. 648, 653 (1979). 
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n74. U.S. Const. amend. IV. 
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n73. Sklansky, supra note 7, at 274-75. 
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n72. See, e.g., David A. Harris, Racial Profiling Redux, 22 St. Louis U. Pub. L. Rev. 73, 75 (2003) ("It is no exaggeration to say that the courts have been largely ineffective in the battle against profiling."). 
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n71. Another, less prominent course of action is the filing of a complaint to a citizen review board, if one exists locally. 
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n70. But see Maclin, supra note 56, at 334-336 (arguing that current racial profiling by the police can be traced back to parallel means of social control over slaves in the ante-bellum South). 
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n69. Andrew E. Taslitz, Stories of Fourth Amendment Disrespect: From Elian to the Internment, 70 Fordham L. Rev. 2257, 2355 (2002) (stating that racial profiling "arguably [has] the effect of reducing [minority] groups' social status and increasing their sense of isolation from the broader American political community"). 



[image: image68]

n68. Indeed, some individuals have the misfortune of being stopped on a regular basis by the police for reasons that appear to be based almost entirely on race. In one case, Dr. Almo Randolph, a forty-two year old African American dentist, had been stopped more than fifty times by New Jersey troopers on his commute between Bergen County to Newark, New Jersey between 1991 to 2000. Ramirez, supra note 30, at 5; see also Kevin R. Johnson, Racial Profiling After September 11: The Department of Justice's 2003 Guidelines, 50 Loy. L. Rev. 67, 70 (2004) (noting widespread observation that "racial profiling inflicts serious injuries on the dignity of African Americans and Latina/os."). 
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n67. See Sklansky, supra note 7, at 317 n. 214 (citing scholarship on this topic). 
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n66. Cf. Ramirez et al., supra note 30, at 6 (noting that "the most common complaint by members of communities of color is that they are being stopped for petty traffic violations such as underinflated tires, failure to signal property before switching lanes, vehicle equipment failures, speeding less than 10 miles above the speed limit, or having an illegible license plate"). This is true although persons of color are no more likely to be engaged in traffic violations than whites or to be in possession of narcotics or other contraband. See, e.g., id. at 7, 10. 
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n65. See, e.g., Harris, Driving While Black, supra note 56, at 546 ("In fact, searching cars for narcotics is perhaps the major motivation for making [traffic stops against African-American and Hispanic drivers]"); see also Harris, The Stories, the Statistics, and the Law: Why "Driving While Black" Matters, supra note 57, at 277-288 (1999) (reviewing disproportionate impact of traffic stops on black drivers in New Jersey, Maryland, and Ohio); A sampling of reported federal appellate decisions from 2005 comparing the kind of charge ultimately faced by the defendant and the reason for the traffic stop is illustrative: United States v. Carpenter, 406 F.3d 915 (7th Cir. 2005) (drugs: evading a red light); United States v. Hanlon, 401 F.3d 926 (8th Cir. 2005) (drugs: failure to use turn signal); United States v. Santos, 403 F.3d 1120 (10th Cir. 2005) (drugs: driving 82 m.p.h. in 75 zone); United States v. Smart, 393 F.3d 767 (8th Cir. 2005) (firearms: license plate violation); United States v. Solomon, 399 F.3d 1231 (10th Cir. 2005) (drugs and firearms: speeding); United States v. Teemer, 394 F.3d 59 (1st Cir. 2005) (firearms: stop sign violation); United States v. Tibbetts, 396 F.3d 1132 (10th Cir. 2005) (drugs: wiring across windshield and undersized mud-flaps); United States v. Weatherspoon, 410 F.3d. 1142 (9th Cir. 2005) (firearms: broken brake light); United States v. West, 393 F.3d 1302 (D.C. Cir. 2005) (drugs: stop sign violation); United States v. Williams, 403 F.3d 1203 (10th Cir. 2005) (drugs and firearms: lack of seat belt and speeding). 
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n64. Barbara C. Salken, The General Warrant of the Twentieth Century? A Fourth Amendment Solution to Unchecked Discretion to Arrest for Traffic Offenses, 62 Temp. L. Rev. 221 (1989); see also Sklansky, supra note 61, at 299. 
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n63. Harris, Driving While Black, supra note 56, at 558. 
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n62. Of course, police also stop drivers because they have reasonable suspicion or probable cause to believe that either the driver or the passenger is involved in specific criminal activity. Impermissible biases may also enter into these decisions, but they are less of a systematic problem than the use of traffic laws, and thus are excluded from the discussion here. 
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n61. See id. at 9 ("Many traffic officers say that by following any vehicle for 1 or 2 minutes, they can observe a basis on which to stop it."); see also Harris, supra note 56, at 558 ("Police officers in some jurisdictions have a rule of thumb: the average driver cannot go three blocks without violating some traffic regulation."); Sklansky, supra note 7, at 273 ("Since virtually everyone violates traffic laws at least occasionally, the upshot of [the Supreme Court's Fourth Amendment Cases] is that police officers, if they are patient, can eventually pull over almost anyone they choose ..."). 
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n60. See Ramirez, supra note 30, at 9. (stating police "often use traffic-stops as a means of ferreting out illicit drugs and weapons"). 
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n59. See John Burkoff, The Pretext Search Doctrine: Now You See It, Now You Don't, 17 U. Mich. J.L. Reform 523 (1984) (offering this definition). Edwin Butterfoss makes a further distinction between "legal pretexts" and "fabricated pretexts." A legal pretext is one where "the government offers a justification that is not the true reason for the police activity, but that, if the motivation of the officer is not considered, legally justifies the activity. A fabricated pretext occurs when "the government offers a justification that is not in fact the true reason for the police activity and, in fact, is legally insufficient because it is not supported by the facts." Edwin J. Butterfoss, Solving the Pretext Puzzle: The Importance of Ulterior Motives and Fabrications in the Supreme Court's Fourth Amendment Pretext Doctrine, 79 Ky. L.J. 1, 5-6 (1990); see also Mark M. Dobson, The Police, Pretextual Investigatory Activity, and the Fourth Amendment: What Hath Whren Wrought?, 9 St. Thom. L. Rev. 707 (1997) (comparing these two positions). Surprisingly, while much incisive commentary has been written about the use of race in traffic stops, the term "pretextual stop" is often left without precise definition. See, e.g., Harris, "Driving While Black" and All other Traffic Offenses: The Supreme Court and Pretextual Traffic Stops, supra note 56, at 545 n.8 (discussing without defining pretextual stops by the police and their impact on black drivers); Maclin, supra note 56, at 336 (same). 



[image: image58]

n58. See, e.g., Ramirez, supra note 30, at 32 (describing findings of Dr. John Lamberth in which Black drivers on the New Jersey Turnpike comprised 13.5% of all drivers, 15% of all speeders, 35% of those stopped by police, and 73 % of those arrested). 
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n57. See generally David A. Harris, The Stories, the Statistics, and the Law: Why "Driving While Black" Matters, 84 Minn. L. Rev. 265 (1999). 
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n56. There is a voluminous literature on racial profiling and traffic stops, itself part of a larger body of scholarship on race and criminal procedure law, a comprehensive summary of which is beyond the scope of this Essay. For a representative sampling of this commentary, see, e.g., David Cole, No Equal Justice: Race and Class in the American Criminal Justice System 34-41 (1999) (discussing pretextual stops of minority motorists); Devon Carbado, (E)Racing the Fourth Amendment, 100 Mich. L. Rev. 946 (2002) (discussing how the Fourth Amendment's silence on race constructs race itself as a concept); Angela J. Davis, Race, Cops, and Traffic Stops, 51 U. Miami L. Rev. 425 (1997) (discussing interplay between discretion and traffic stops and effects on minority drivers); David A. Harris, "Driving While Black" and All Other Traffic Offenses: The Supreme Court and Pretextual Traffic Stops, 87 J. Crim. L. & Criminology 544 (1997) (arguing that Whren, discussed infra, approves of both the unchecked power of the police in traffic stops and the use of that power primarily against Black and Hispanic drivers); Sheri Lynn Johnson, Race and the Decision to Detain a Suspect, 93 Yale L.J. 214 (1983) (discussing relationship between race and probable cause determination); Tracey Maclin, Race and the Fourth Amendment, 51 Vand. L. Rev. 333 (1998) (arguing for the consideration of race in Fourth Amendment analysis); Anthony C. Thompson, Stopping the Usual Suspects: Race and the Fourth Amendment, 74 N.Y.U. L. Rev. 956 (1999) (demonstrating how race has been excised from Fourth Amendment analysis and its harms). 
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n55. Indeed, well before police conceived of themselves as professionals engaged in "police science," practical necessity moved them to compile "rogues' galleries" consisting of recidivists and other recurrent suspects. See, e.g., Simon A. Cole, Suspect Identities: A History of Fingerprinting and Criminal Identification 20-26 (2002). 



[image: image54]

n54. See Skolnick, supra note 28, at 47 (describing suspicion as part of officer's "working personality." 
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n53. See infra Part II.A. 
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n52. See, e.g., Erving Goffman, On Cooling the Mark Out: Some Aspects of Adaptation to Failure, 15 Psychiatry 451 (1952) (defining the mark as the potential victim of illegal exploitation, usually in the confidence game). 
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n51. See Howard S. Becker, Tricks of the Trade 153-54 (1998) (identifying use of term "crocks" by medical students). 
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n50. Indeed, if we think of police officers as rational actors in an organization like any other, one institutional reform that could affect discretion is the use of incentives for model police behavior. See Erik Luna, Race, Crime, and Institutional Design, 66 Law & Contemp. Probs. 183, 196 (2003) (discussing the possibility of such a reward structure). 
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n49. See id. at 47-56 (describing how the variables of danger and authority reinforce the social isolation of the police, and consequently, the notable solidarity of police culture). 
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n48. See id. at 44-45. 
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n47. See Skolnick, supra note 28, at 43. 
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n46. This is true even though the job may sometimes be less dangerous than the work of meat-cutters or construction workers. 
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n45. See Goldstein, supra note 36, at 560-061 (observing that full enforcement is not a "realistic expectation" for these reasons). 
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n44. See, e.g., Byron Williams, Prostitution Issue Feeds Dialogue of Preconceived Notions, Oakland Trib., Oct. 29, 2004 (discussing Berkeley, California's proposed Measure Q that would make enforcement of existing prostitution laws the lowest priority of the Berkeley police department). 
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n43. Walker, supra note 27, at 25-33. 
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n42. It should not be assumed that enforcement priorities always lead to the underenforcement of "minor" crimes. The widespread adoption of the broken windows model of policing, first fleshed out by George Kelling and James Q. Wilson, relied on aggressive police enforcement of quality of life crimes such as public urination, noise ordinances, etc. See James Q. Wilson & George L. Kelling, Broken Windows: The Police and Neighborhood Safety, The Atlantic Monthly 29 (March 1982). 
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n41. Others have taken yet another step back and observed that the police are also prohibited from enforcing every violation of the law because of legal constraints imposed by federal and state constitutions, as well as statutes. See, e.g., Goldstein, supra note 36, at 554 (noting that such "total enforcement" is thus prohibited); Luna, supra note 34, at 1136-37 (characterizing executive discretion in the criminal justice system as those decisions left after discounting for laws that have been deemed substantively or procedurally invalid). 
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n40. Goldstein defined full enforcement as follows:


 
(1) the investigation of every disturbing event which is reported to or observed by them and which they have reason to suspect may be a violation of the criminal law; (2) following a determination that some crime has been committed, an effort to discover its perpetrators; and (3) the presentation of all information collected by them to the prosecutor for his determination of the appropriateness of further invoking the criminal process.
 
Goldstein, supra note 36, at 559-560. See also Culp, supra note 26, at 166 (observing that "selective enforcement" results from a conflict between the expectation to enforce the law fully and the lack of resources to do so). 
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n39. See Goldstein, supra note 36, at 561. 
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n38. 5 U.S.C. §552 (2006). 
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n37. See Luna, supra note 34, at 1141 (providing examples of such laws outside of the criminal justice system). 
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n36. See Kenneth Culp Davis, An Approach to Legal Control of the Police, 52 Tex. L. Rev. 703, 704 (1974) (observing that most police work is "kept secret from those who are affected by it"); see also Joseph Goldstein, Police Discretion Not to Invoke the Criminal Process: Low-Visibility Decisions in the Administration of Justice, 69 Yale L.J. 543, 552 (1960) ("Police decisions not to invoke the criminal process, except when reflected in gross failure of service, are not visible to the community."). 



[image: image35]

n35. See Luna, supra note 34, at 1134. (distinguishing the oversight of the police from that exercised over other executive officials). 
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n34. See, e.g., Erik Luna, Transparent Policing, 85 Iowa L. Rev. 1107, 1133 (1999) (defining discretion); Walker, supra note 27, at 23 (1993) ("Controlling discretion is usually not a matter of simply forbidding something; it is more often a matter of encouraging officers to choose one option over another."). 
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n33. The emphasis in this Essay focuses on what the police are permitted to do, i.e. how they may act pursuant to delegated discretion. Actual police behavior, however, also encompasses exercises of authority for which no lawful basis is present, i.e. unauthorized discretion. Jerome Skolnick posed this contrast in his classic study of policing, Justice Without Trial. See Skolnick, supra note 28, at 69-71 (3d ed. 1994). 
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n32. See Ramirez, supra note 30 at 9 (noting that traffic stop decisions are "seldom documented and rarely reviewed"). 
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n31. See Kelling, supra note 27, at 38 (noting that "policing realities" include the following observations: 1) "The majority of police work is conducted by an officer working alone or with a partner."; 2) "The officer must make decisions outside the purview of supervisors or a command system."; and 3) "The officer must make decisions based on internalized knowledge and skill."). 
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n30. See Deborah Ramirez et al., Dep't of Justice, A Resource Guide on Racial Profiling Data Collection Systems 9 (2000) (observing that "many police departments have not developed formal, written, standards directing officers on how to use [their] discretion [in traffic stops]"). 
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n29. I refer to sociologist Max Weber's classic definition of the state in terms of its monopoly over the use of legitimate force. See Max Weber, Politics as a Vocation 2 (H.H. Gerth & C. Wright Mills, trans. 1965 (1946)). 
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n28. See Jerome H. Skolnick, Justice Without Trial: Law Enforcement in Democratic Society 69 (Macmillan 1994) (1966) ("If the central task of the administration of criminal law is to balance the conflicting principles of order and of legality, the dilemma is epitomized in the question of police discretion."); see also Albert J. Reiss, Jr., Police Organization in the Twentieth Century, in Modern Policing 51, 74 (Michael Tonry & Norval Morris eds., 1992) (noting that "although the foundation of policing is the legal order and its rules, police officers, nevertheless, have enormous discretionary powers to apply the law"). 
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n27. Prior to the 1950s, policymakers and scholars routinely assumed that police work, such as the decision to arrest, involved hardly any discretion at all. Empirical research disproved these assumptions, and opened up a universe of scholarly questions for a generation of police scholars. See, e.g., George L. Kelling, U.S. Dep't of Justice, "Broken Windows" and Police Discretion 1980-1990 3-20 (1999); Samuel Walker, Taming the System: The Control of Discretion in Criminal Justice 6-12 (1993). This essay does not attempt to summarize this literature in its entirety, but rather focuses on those aspects of police discretion that are most relevant to the traffic stop analysis. For an overview of the literature in the criminal justice system generally, see Walker, id., at 3-20. 
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n26. There are several classic studies on the police that address discretion in whole or in part, including: Kenneth Culp Davis, Police Discretion (1975); Michael K. Brown, Working the Street: Police Discretion and the Dilemmas of Reform (1988). 
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n25. See id. at iv-v (stating that of those drivers stopped, police carried out a search on 5%, handcuffed 2.8%, arrested 2.7%, used or threatened force against 1.1%, and used or threatened force considered excessive against 1%). 
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n24. See Durose, supra note 22, at iv (reporting that police issued tickets to 58.6% of those involved in traffic stops). 
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n23. See Durose, supra note 22, at iv (stating that traffic stops were the "most common reason for police contact" (39.8%) in 2002 survey). Other kinds of contacts are much less common. See id. at 3 (reporting non-traffic stop contacts included crime reporting (26.4%); traffic accidents (13%); assistance or service calls (7.2%); police investigation (5.8%); police suspicion (2.6%). The 2002 survey reported a lower number of traffic stops than that of the previous survey. See Patrick A. Langan, Contacts between Police and the Public: Findings from the 2002 National Survey 1 (2001) (stating that 52% of face-to-face contacts with police reported by this group took the form of a traffic stop). 
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n22. See Matthew R. Durose et al., U.S. Dep't of Justice, Contacts Between Police and the Public: Findings from the 2002 National Survey iv (2005) (reporting that only 21% or about 45.3 million U.S. residents aged sixteen or older had at least one face-to-face contact with the police). This was the same rate reported in the previous national survey. 
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n21. Ted Koppel, Take My Privacy, Please!, N.Y. Times (editorial), June 13, 2005, at A17 (expressing concern over the widespread use of OnStar and E-ZPass programs). 
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n20. Even a chief supporter of Intelligent Transportation Systems, John Worthington, has expressed concern over the development of a "kind of an Orwellian all-singing, all-dancing collector/aggregator/disseminator of transportation information ... that is being driven by some giant data center." Worthington is the president and chief executive officer of Transcore, one of the companies involved in developing DSRC technology. See Excerpts from the Final INTI Workshop Session: "Next Steps," available at http://www.ntoctalks.com/icdn/INTI_nextsteps.php. The potential of Intelligent Transportation Systems to collect and aggregate driver data also contributes to widespread concerns about the ability of private and public entities to assemble massive information databases containing individuals' personal information. For a sampling of the literature in this area, see Daniel J. Solove, The Digital Person: Technology And Privacy In The Information Age 13-26 (2004) (describing threats to individual privacy posed by new technologies); Technology And Privacy: The New Landscape (Philip E. Agre & Marc Rotenberg eds., 1997); A. Michael Froomkin, The Death of Privacy?, 52 Stan. L. Rev. 1461 (2000) (cataloguing threats to privacy posed by new technologies and emerging responses); Stan Karas, Privacy, Identity, Databases, 52 Am. U. L. Rev. 393 (2002) (arguing for greater protection of consumer information privacy); Helen Nissenbaum, Privacy as Contextual Integrity, 79 Wash. L. Rev. 119 (2004) (proposing model of contextual integrity to evaluate threats to informational privacy); Neil M. Richards, Reconciling Data Privacy and the First Amendment, 52 UCLA L. Rev. 1149 (2005) (responding to First Amendment critique of data privacy regulations); Daniel Solove, Access and Aggregation: Public Records, Privacy and the Constitution, 86 Minn. L. Rev. 1137 (2002) (arguing for greater protection of public records that are widely available and easily accessed). 
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n19. See, e.g., Intelligent Highway Systems v. Privacy, USA Today, Dec. 1, 1995, at 14 (describing information to be collected from drivers); Robert Weisberg, IVHS, Legal Privacy, and the Legacy of Dr. Faustus, 11 Santa Clara Computer & High Tech. L.J. 75, 77 (1995) (arguing that current law "will probably mean that "substantive' Fourth Amendment doctrine will put little constraint on the designers and users of [Intelligent Transportation Systems]"). 
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n18. One vision statement prepared for the Federal Highway Administration projects that in 2022: "The tremendous integration brought about by [Intelligent Transportation Systems] has created an enormous distributed data resource. Many regions through either publicly owned or privately contracted facilities now summarize and archive huge amounts of data from every corner of their transportation networks." Architecture Development Team, National ITS Architecture ITS Vision Statement, at 8 (2003), http://www.itsdocs.fhwa.dot.gov/jpodocs/repts_pr/45p01!.pdf. 
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n17. I do not argue that the federal government intends to establish automated enforcement programs as soon as transponders are installed in new vehicles. What is clear is that: a) DSRC technology makes automated enforcement possible; b) the Department of Transportation and ITSA have clearly considered the use of automated enforcement; and c) such a program has established precursors in red-light enforcement, photo radar, and more recent proposals for electronic vehicle registration. For the moment, automated enforcement for private vehicles is not being actively pursued, according to ITSA, because of privacy concerns. Telephone Interview with Suzanne Murtha, ITSA Director of Vehicle Safety Systems (June 17, 2005). 
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n16. While much recent commentary on traffic stops focuses on the use of racial bias by the police, the "pretextual stop" includes sources of police motivation other than racial bias. See infra Part I.C. Indeed, much of the commentary on the use of race by the police in traffic stops discusses the pretextual stop without defining it. See infra Part I.C. and accompanying footnotes. 
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n15. In this sense, this Essay contributes to two bodies of commentary that are often treated distinctly: the persistent problem of racial bias and policing, on the one hand, and the conceptual difficulties raised by technological advances in policing, on the other. 
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n14. Indeed, DSRC systems, as well as similar technologies, are being used in London, Germany, and Switzerland for electronic tolls, fleet management, and traffic alerts. See The Road Tolls for Thee, Economist, June 12, 2004, at 31; see also infra Part III.B.2 for examples in the United States. 
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n13. See Black Box is the New Speed Cop, Sunday Times (U.K.), June 5, 2005, at 2 (describing UAE initiative). 
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n12. 527 U.S. 41 (1999). 
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n11. See Dan M. Kahan & Tracey L. Meares, The Coming Crisis of Criminal Procedure, 86 Geo. L.J. 1153 (1998); but see David Cole, Discretion and Discrimination Reconsidered: A Response to the New Criminal Justice Scholarship, 87 Geo. L.J. 1059, 1074-75 (1999) (critiquing strength of community support argument raised by Kahan and Meares); Albert Alschuler & Stephen J. Schulhofer, Antiquated Procedures or Bedrock Rights?: A Response to Professors Meares and Kahan, 1998 U. Chi. L. Forum 215, 215-16 (1998) (disputing uniformity of community support in Morales). 
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n10. See infra Part I.C. 
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n9. See infra Part I.C. 
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n8. 532 U.S. 318, 354 (2001). 
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n7. Cf. David Sklansky, Traffic Stops, Minority Motorsits, and the Future of the Fourth Amendment, 1997 Sup. Ct. Rev. 271, 273 (1997) (concluding that recent Supreme Court law means "that police officers, if they are patient, can eventually pull over almost anyone they choose"). 
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n6. See, e.g., Lucas A. Powe, Jr., The Warren Court and American Politics 379-444 (2000) (discussing dramatic changes in the recognition of criminal defendants' constitutional rights during the Warren Court era); see also Morton Horwitz, The Warren Court and the Pursuit of Justice (1998) (same). 
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n5. See infra Part II.B. 
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n4. A caveat on terminology: the 5.9 GHz standard approved by the FCC and described infra is a wireless standard, like current 802.11 Wi-Fi standards. It would be used by the on-board units and roadside units described in Part II.A. This type of communications system, permitting vehicle-to-vehicle and vehicle-to-infrastructure communication, is also sometimes referred to in federal agency documents as the Vehicle Systems or Vehicle Integration Initiative. For the sake of simplicity, I only use the term "DSRC systems." 
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n3. See infra Part II.A. 
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n2. See, e.g., Amy Zuckerman, Standards for Intelligent Transportation System Will Speed Up Supply Chains, World Trade, Nov. 1, 2004, at 60 (noting significance of the "little known" FCC decision). The Director of Vehicle Safety Systems at Intelligent Transportation Systems of America, described the public's lack of awareness about the ITS program as "shocking." Telephone Interview with Suzanne Murtha, Director of Vehicle Safety Systems, Intelligent Transportation Society of America (ITSA) (June 17, 2005). For more details of the interview, see infra note 17, and accompanying text. 






n1. See Garrine P. Laney, Racial Profiling: Issues and Federal Legislative Proposals and Options, Cong. Res. Serv. Report RL32231 (Feb 17, 2004) (observing that the police have "been accused of practicing racial profiling" in order "to prevent illicit drug activity"). 




